
PRIVACY POLICY FOR MINT SECURITY, INC.

This policy was updated on: February 05, 2022.  

Please read this privacy policy carefully. If you do not agree with the terms of this 
privacy policy, please do not access the website. 

This privacy policy explains how we collect, use, disclose, and safeguard your 
information when you visit our website: mintsecurity.us also accessible through 
mintsecurityinc.com. It discloses the privacy practices for mintsecurity.us. This privacy 
policy applies solely to information collected by this website and complies with all the 
current laws and regulations in place and applicable to Mint Security, Inc, including the 
California Consumer Privacy Act of 2018 (CCPA) and the California Privacy Rights Act 
of 2020 (CPRA).  

This privacy policy will notify you of the following: 

• What personally identifiable information is collected from you through the website, 
how it is used, and with whom it may be shared. 

• What choices are available to you regarding the use of your data. 
• The security procedures in place to protect the misuse of your information. 
• How you can correct any inaccuracies in the information. 

INFORMATION COLLECTION, USE, AND SHARING 

We are the sole owners of the information collected on this site. We only have access 
to/collect information that you voluntarily provide to Mint Security, Inc. via email or other 
direct contact from you.  We do not and will not disclose, sell, rent or share your 
information with anyone. We don’t collect financial information. 

USAGE DATA 

Usage Data might be collected automatically when using the Service. 

Usage Data may include information such as your Device's Internet Protocol address 
(e.g. IP address), browser type, browser version, the pages of our Service that you visit, 
the time and date of your visit, the time spent on those pages, unique device identifiers 
and other diagnostic data. 

When you access the Service by or through a mobile device, we may collect certain 
information automatically, including, but not limited to, the type of mobile device you 
use, your mobile device unique ID, the IP address of your mobile device, your mobile 
operating system, the type of mobile Internet browser you use, unique device identifiers 
and other diagnostic data. 
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We may also collect information that your browser sends whenever you visit our  
website or when you access the website by or through a mobile device. 

TRACKING TECHNOLOGIES AND COOKIES 

We may use cookies and similar tracking technologies to track the activity on our 
website and may store certain information. Tracking technologies used may be 
beacons, tags, and scripts. The technologies we use may include: 

• Cookies or Browser Cookies. A cookie is a small file placed on your device. 
you can instruct your browser to refuse all cookies or to indicate when a cookie is 
being sent. However, if you do not accept cookies, you may not be able to use 
some parts of our website. Unless you have adjusted your browser setting so 
that it will refuse cookies, our website may use cookies. 

• Flash Cookies. Certain features of our website may use local stored objects (or 
Flash Cookies) to collect and store information about your preferences or your 
activity on our website. Flash Cookies are not managed by the same browser 
settings as those used for Browser Cookies. For more information on how You 
can delete Flash Cookies, please read "Where can I change the settings for 
disabling, or deleting local shared objects?" available at https://helpx.adobe.com/
flash-player/kb/disable-local-shared-objects-
flash.html#main_Where_can_I_change_the_settings_for_disabling__or_deleting
_local_shared_objects_ 

• Web Beacons. Certain sections of our website and our emails may contain small 
electronic files known as web beacons (also referred to as clear gifs, pixel tags, 
and single-pixel gifs) that permit Mint Security, inc. for example, to count users 
who have visited those pages or opened an email and for other related website 
statistics (for example, recording the popularity of a certain section and verifying 
system and server integrity). 

Cookies can be "Persistent" or "Session" Cookies. Persistent Cookies remain on your 
personal computer or mobile device when you go offline, while Session Cookies are 
deleted as soon as you close your web browser. You can learn more about cookies 
here: Cookies by TermsFeed Generator. 

YOUR ACCESS TO AND CONTROL OVER INFORMATION 

You may opt out of any future contacts from us at any time.  You may request that we 
delete personal information we collected from you. You can do the following at any time 
by contacting us via the email address or phone number indicated on our website: 
johnny@mintsecurity.us or (415) 757-9190. 

SECURITY 

We take precautions to protect your information.  When you submit sensitive information 
via the website, your information is protected both online and offline. 
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We use administrative, technical, and physical security measures to help protect your 
personal information.  While we have taken reasonable steps to secure the personal 
information you provide to us, please be aware that despite our efforts, no security 
measures are perfect or impenetrable, and no method of data transmission can be 
guaranteed against any interception or other type of misuse.  Any information disclosed 
online is vulnerable to interception and misuse by unauthorized parties. Therefore, we 
cannot guarantee complete security if you provide personal information. 

RETENTION OF YOUR PERSONAL DATA 

Mint Security, Inc. will retain your Personal Data only for as long as is necessary for the 
purposes set out in this Privacy Policy. We will retain and use your Personal Data to the 
extent necessary to comply with our legal obligations (for example, if we are required to 
retain your data to comply with applicable laws), resolve disputes, and enforce our legal 
agreements and policies. 

Mint Security, Inc. will also retain Usage Data for internal analysis purposes. Usage 
Data is generally retained for a shorter period of time, except when this data is used to 
strengthen the security or to improve the functionality of our service, or we are legally 
obligated to retain this data for longer time periods. 

DISCLOSURE OF YOUR PERSONAL DATA TO LAW ENFORCEMENT 

Under certain circumstances, Mint Security, Inc. may be required to disclose your 
Personal Data if required to do so by law or in response to valid requests by public 
authorities (e.g. a court or a government agency). 

OTHER LEGAL REQUIREMENTS 

Mint Security, inc. may disclose your Personal Data in the good faith belief that such 
action is necessary to: 

• Comply with a legal obligation 
• Protect and defend the rights or property of the Mint Security, inc. 
• Prevent or investigate possible wrongdoing in connection with the Service 
• Protect the personal safety of Users of the Service or the public 
• Protect against legal liability 

TRANSFER OF YOUR PERSONAL DATA 

Your information, including Personal Data, is processed at Mint Security, Inc.'s operating 
office and in any other places where the parties involved in the processing may be 
located. It means that this information may be transferred to — and maintained on — 
computers located outside of your state, province, country or other governmental 
jurisdiction where the data protection laws may differ than those from your jurisdiction. 



Your consent to this Privacy Policy followed by your submission of such information 
represents your agreement to that transfer. 

Mint Security, Inc. will take all steps reasonably necessary to ensure that your data is 
treated securely and in accordance with this Privacy Policy. 

LINKS TO OTHER WEBSITES 

Our website contains links to other websites that are not operated by Mint Security, Inc. 
If you click on a third party link, you will be directed to that third party's site. We strongly 
advise you to review the Privacy Policy of every site you visit. 

We have no control over and assume no responsibility for the content, privacy policies 
or practices of any third party sites or services. 

CHANGES TO THIS PRIVACY POLICY 

We may update our Privacy Policy from time to time. We will notify you of any changes 
by posting the new Privacy Policy on this page. 

We will let you know via email and/or a prominent notice on our Service, prior to the 
change becoming effective and update the "This policy was updated on:” date at the top 
of this Privacy Policy. 

You are advised to review this Privacy Policy periodically for any changes. Changes to 
this Privacy Policy are effective when they are posted on this page. 

Privacy is paramount to Mint Security, Inc and we want you to know that: 

1. You have the right to know and request disclosure of personal information collected 
by Mint Security, Inc about you. We only collect what you share with us through this 
page, we let you decide what information you want to share. Please note that Mint 
Security, Inc do not and will never disclose / sell / share / rent your information.  

2. You have the right to delete personal information collected, you can do this at any 
time by contacting us via email or phone number: johnny@mintsecurity.us or (415) 
757-9190. 

3. You have the right to non-discriminatory treatment for exercising any rights. Mint 
Security, Inc. will not deny goods or services, charge you a different price, or provide a 
different level or quality of goods or services just because you exercised your rights. 

4. You have the right to initiate a private cause of action for data breaches. 
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5. You have the right to correct inaccurate personal information.  You can do the 
following at any time by contacting us via email or phone number: 
johnny@mintsecurity.us or (415) 757-9190. 

6. You have the right to limit use and disclosure of sensitive personal information. 
Please let us how you want to limit use and disclosure of sensitive personal information, 
but note that we don’t disclose consumer / client / employees / applicants information 
and we strictly limit the use of sensitive personal information to the purpose you wrote 
us for (inquiring about security services or seeking employment).  

CONTACT US 

If you have any questions about this Privacy Policy, you can contact us: 

• By email: johnny@mintsecurity.us 

• By phone number: (415) 757-9190 
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